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This Attestation ofCompliance must be completed as a declaration ofthe results ofihe 3DS entiiy's assessment
with ihe PCl 3DS Secuniy Requiremenis and,Assess nenl Prccedures for EMV@ 3-D Secure Core Companents:
ACS, DS, and 3DS Server(PCl3DS Core Security Siandard). Compete allsections. The 3DS entity is
responsible for ensuring that each section is completed by lhe relevant parUes, as applicable. Contactthe
payment brands for PCI 3DS reporting and subm ssion procedures.

Section 1: 3DS Assessment lnformation

Part 1a.3DS Eniity Organizatiod lnformation

Cornpany Name: lntemationalCard
S,€tems

DBA (doing Casys AD

Contact Name: Lidija Vucidolova-
89991Y"!1

+389 2 32C3 479

Title:

E-nraill

CISO/Risk Exedrlive

lidiiav@casys.com.mk

Kuzman Josifovskl Pitu
Nol

City: Skopje

Shopte I Counlryr l.lacedonia I Zp: 1000

URL:

Part ,b. 3OS Assessoi Comii

httpJ/www.casvs.com.mld

,l"fdfu'Company

Company Name Compliance Control Ltd.

Lead 3DS Assessor Contacl Name: Tille: Secunty Experi

+372 600 M 64 E-mall: ivan@compliance-

City: Tallinn

Hariu Country: zip: 13619

URL: VJl@..omDlian.e-conirol eu

ldentifl/ihe 3DS Funclion(s) covered by this
3DS assessment (Check allthat apply)

Details of EIVVCo Letler of Approval (LOA):

X 3DS server (3DsS) LOA reference number:
3DS_LOA_SER_NSOF_020301 00680

Daie of LOA issued by El\,lVCo: March 14, 2023

Name of producl LOA issued for:/n software 3-D Secure

! Access controlserver (ACS) LOA reference n!mber:
Date oi LOA issued by EMVCo:

Name of product LOA issled for:

E Drrcctory Server (Ds) LOA reference number:

Date of LOA issued by EIMVCo:

Name of product LOA issu€d for:

PCI 3DS Care Security Standard v1 .0 - Attestatbn af Canptiance, Rev. 1 .0
@ 201 7 PCI Security Standards Cauncil, LLC. All Rights ReseNed. \l
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nsofrware 3DSS modul€: /n soflware 3-D Secure seNer
V2 .NET Editidn - Wndows.
nsoftware module remaps message to creels 3DS
aulhentication mes$ges lhat are send to Paymont Brands

Casys provide 3DS s€Nice with cPay product 
'rsing

Annual 3DS tran$ciions volume is

-
IjIlLr :=nL ." ..;

I Othet (As defined by a pawent brand)

How and in whal capacity does your business
provide./manaqe 3DS fu nctions?

List typ€s of fadlitjes (for example, corporate offices, data eenters) and a sommary of locallons covered by the
PCI 3DS ass€ssmenl.

tlot used forthk AOC

Provide a AtbEtEltel description of lho envircnment covered 3DS environment is isolat€d with irewall
netwok, consist ofweb Apdicalion and DB

Conn€ctions to 3DE are provided witiin e-
comm6rce channels only.

Doss your busine-ss us€ network segmentation to affect the scope of your 3DS X Yes lNo

PCl 3DS Core Secuiiy slan dard vl .o : Attestation of Co,1l,plianc€, Rev. 1.0
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Does yourcompany share 3DS data with anyth rd-pa(y service providers (for example,
payment prccessors, gateways)?

Does your company rely on any ihird party for a.y PCI 3DS requiremefts, or for support
or mairtenance oflhe 3DS envimnmeni?

nYes XNo

E Yes XNo

Name of service provider: Description of services provided:

XYes E No
Baseline Securiiy Requiremenls?

ldenlfythe appropiate assessment result for each high-level PCI 3DS requirement. Complete the table as follows:

. lf the results af a PCI DSS assessmerl have bee, venfied as neeling al the PCI 3DS Pad 1 Requircments:
o Select'ln Place per PCIDSS'forthe 3DS Part 1 Requirements.
o Select the appropriate tinding foreach PCI 3DS Palt 2 Requirement.

. /fa PCl DSS assessment is nat being levemged to meet aI the PCI 3DS Pan 1 Requirenents:
o Selectthe appropriate nnding foreach 3DS Part 1 and Parl2 Requirement.

When determining the appropfiate tinding for each high-level3DS req!irement, i,he followirg principles applyi

1. Ifthe finding for any requirement or suurequiremeni is "Nol ln Place", seleci 'Noi in Place" for the high-level

2. If the finding for any requircment or sub-requirement is 'N/A' and all other requirements are "ln Place",
select'ln Place" for the hlgh-level requiremenl.

3. lfthe finding for any requlrement or sub-requirement is "ln Place CC\^r and allother reqlirements are'ln
Place", select'ln Place W/CCW'for ihe high-level requiremeni.

4. lfihe Jifdings include one or more requirenrents or sub-reqr.r irements as N/A', and one or more as 'ln Place
W/CCW', and allother requirements are ln Place', seect'ln Place WCCW'forlhe high-level requirement.

5. lf all req uirements and sub-requirements are idenillled ss ln Place", select'ln Place"lorthe h gh-level

PCl 3DS Co'e Securly Stardard v1 -0 - Attestation af Canpfiance, Rev. 1 .0
A 2417 PCI Secufty Standaftls Council, LLC- Al Rights ReseNed-
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l',laintain security policles for all perconnel

Secure net'eorl conneclivity

Develop and maintain secure systems

Vulrerabiliiy mamgement

lncident response preparedness

Protect 3DS systems and applications

Secure logical access to 3DS systems

Cryptogrcphy and key managemeni

Physic€lly s€cure 3DS systems

PCl 3DS Core Secr./y Sfardard v1 .A - A1esbtion at Canpliance, Rev. 1 .0
A 2017 PCI Security Standards Council, LLC. Al Rights Reserued.
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Section 2: Report on Compliance

This Attestation of Compliance refecis the r€sults olan oflsite PCI 3DS assessment, which is documented in an
accompanying 3DS Report on Compliance (ROC).

January 21, 2024

X ves ! t'lo

n Yes XNo

X Yes E t'to

E Yes I t',to

PCI 3DS Core Securry Slandad v1-O - Atteslatjon of Cornplbnce, Rev. 1 .0
@ 2017 PCI Secufty Standarcls Council, UC. All Rights Re*ned.
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Section 3: Validation and Attestation Details

This AOC is based on results noted in the 3DS ROC dated January 21,2024.

Based on lhe results documenied in the 3DS ROC noted above, the signalories identified in Patu 3b-3d, as
applicable, asseri(s) the followlng complia nce stalus for ihe entity dentified n Part 2 of thls documefi (check

Compliant: All sections of the PCI 3DS RoC 3re compleie, al quesiions answered affirmalively,
resuling in an ove.all COIMPLIANT ratingi thereby Intemational Card Systems AD Casys
lnternational has demonstrated full compliance with the PCI 3DS Core Security Standard.

n

tr

Non-Compliant: Not allsections ofihe PCl3DS ROC are complele, or not a Iquesiions are answered
affirmatively, resulting in an overall NON-COMPLIANT rating, lhereby f3DS Ent iy Canpany Nari,e)
has not demonstrated tull compliance with the PCI 3DS Core Securlly Standard.

Tarset Date for Complance:

An €nuty submitting this fonn with a siatus ofNon-Compliant may be r€qu red to complete the Acuon
Plan in Pa( 4 of thls documen| Check wik the applicable paynent brand(s) before canpleting Patt 4.

Compliant but with Legal exception: One or more requirements are ma.ked "Not in Place" due io a
legal restriction that prevenls the requ rement from being met. This opiion rcquires addiiional review
from the appllcable payment brand(s).

If checked, canplete the folowina:

signatory{s) confims:
(check a that appD

E i The 3DS ROC was compleled accordjns to the PCI 3DS Core Seclrity Siandard, Version
was compleied according to the lnstructions therein.

x

x

x

x

Allinformaton wihin the above-referenced 3DS ROC and in this aitesial oriiairly represents ihe
resLrlts oi my assessmeni in all material respects.

I have read ihe PCI 3DS Core Security Standard and I recognize that must maintain cornpliance, as
applicable to my environment, al alll nres.

lf my environment charges, I recognize I must reassess my environment and mplenent any
additional PCI 3DS requirements thai apply.

ASV scars are being conrpleted byihe PCI SSC Approved Scanning VefdorOualys Inc.

PCl 3DS Core Securiy Sbrdard v1 .0 Attestation af Conpliance, Rev. 1 .0
@ 2017 PCI Aecuitv Standards Cauncil, LLC. AllRiqhts Reserued.
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3DS EnW Executive OtfrcerName: Filolr|ena Pliakovska

Signaturc

Signalure pt Duly Authorned Aficer of

Duly Authodzed Ofrcer Namer lvan Tverdokhlebov

3DS Assessor Gompary: Compliance Comrol

Cairyany t Dale:January ,2024

I/t/e. Security Exp€rt

PCI3DSCorcSe tity Standard v1-O - Atbstation of Compliance, Rev. 1.0

@ 2017 Pcl sed.tw standards council, Llc- Al Rights Reseved.
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Selecl the appropnate response for 'Compliani to PCI 3DS Requkements' for each requ irement- f you snswer
.No" io any ofthe requircments, you may be req! red to provide the dale your Comrcny expects to be

complianl wiih ihe requirement and a briei description of the actions being taken to meei the requirenient.

Check with the applicable payment brand(s) before completing Pad 4.

PCI 3DS Roqqirement

Cryptography and key management

Phys c€lly secure 3DS syslems

n
f]
-

x
x

tr
tr
n

!astrs

x
x
x

Y'54@t
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